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(57) ABSTRACT

The invention relates to a method and a system for transmis-
sion of data packets. On a first wireless network interface of a
first communication node, a first IP address is configured for
a wireless bidirectional transmission of data packets between
the first communication node and an IP-based network. A
second wireless local network interface of the first commu-
nication node is configured for a bidirectional transmission of
data packets via a local communication link between the first
communication node and a second communication node. On
the second communication node a second IP address is con-
figured which is stored assigned to an IP home address or an
identifier, or at least a first IP address is stored assigned to an
IP home address or an identifier.
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1
METHOD AND SYSTEM FOR
TRANSMISSION OF DATA PACKETS FROM
AN IP-BASED NETWORK VIA A FIRST
NETWORK NODE TO A SECOND NETWORK
NODE

CROSS-REFERENCE TO RELATED
APPLICATION

This application is based upon and claims the benefit of
priority from the prior European Patent Application No.
06122426.7 filed on Oct. 17, 2006; the entire content of which
is incorporated herein by reference.

TECHNICAL FIELD

This invention relates to a method and system for transmis-
sion of data packets. In particular, the invention relates to a
method and a system in which on at least one first wireless
network interface of a first communication node a first IP
address is configured for a wireless bidirectional transmission
of data packets between the first communication node and an
IP-based network.

BACKGROUND ART

Electronic devices such as, for example, mobile tele-
phones, PDAs (PDA: Personal Digital Assistant), computers,
play consoles, wristwatches or navigation devices are becom-
ing more and more widespread. By means of network inter-
faces that are installed on the electronic device, a communi-
cation link can be set up between the electronic device and a
communication network. Thus a computer, a notebook, a
fixed net telephone, a mobile telephone, a play console or any
other electronic device can have network interfaces for con-
nection to a fixed-network-based or a mobile communication
network. Such network interfaces include in particular net-
work interfaces for connection of the electronic device to a
POTS (POTS: Plain Old Telephone System) network, to an
Ethernet network, to a GSM (GSM: Global System for
Mobile Communications) network, to a WLAN (WLAN:
Wireless Local Area Network) network or to any other net-
work. By means of such a network interface, data can be
exchanged between the electronic device and further devices
via a corresponding communication network. In particular,
by means of such network interfaces, a communication link
can be established between the electronic device and an IP-
based network (IP: Internet Protocol). For instance, the avail-
ability of e-mail messages on an e-mail server can be checked
with a notebook, by means of a WL AN network interface, or,
by means of a console, a game move can be transmitted to a
remote play console, or the clock of a computer can be syn-
chronized with the clock of a time server.

Electronic devices can also have network interfaces for
establishing wireless local communication links, however.
Thus, for example, an IrDA (Infrared Data Association) inter-
face or a Bluetooth interface for establishing a wireless local
Communication link can be installed on a PDA (PDA: Per-
sonal Digital Assistant). Such a wireless network interface of
a PDA is suitable, for example, to set up a wireless local
communication link to a fixed-installed computer or to a
notebook. Via such a wireless local communication link data
can be synchronized between the PDA and the notebook.
Thus synchronized between the PDA and the notebook can
be, for instance, e-mail messages between e-mail applications
of'the PDA and of the notebook. Of course also data of further
applications, such as, for instance, of a calendar or of an
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address book, can be synchronized between corresponding
applications of the PDA and of the notebook.

A drawback of the method used in the state of the art is that
the network interface installed on an electronic device for
communication with a communication network has a high
energy requirement, on the one hand, and, on the other hand,
requires a large device size. These disadvantages are over-
come with a network interface for establishing a local com-
munication link. However, with a network interface for estab-
lishing a local communication link, communication links can
be established only to devices that are in the immediate opera-
tional range of such a network interface. Communication via
usual communication networks such as, for instance, a
WLAN network, a GSM network or a UMTS network is not
possible with such a network interface for establishing a local
communication link.

Another drawback of the state of the art results from the
great dispersion of electronic devices. Thus users often have
a plurality of electronic devices, such as, for example, a first
electronic device with a WLAN network interface, such as
e.g. a PDA, and a second electronic device with a GSM
network interface, such as e.g. a mobile telephone. With the
second electronic device with the GSM network interface ata
location where both a WLAN network and a GSM network
would be available, a user can only use the GSM network. If,
however, the user would like to transmit a large data file, such
as a video data file, to the second electronic device, the user
cannot make use of the faster WLAN network even though
such a network would be available at the current location of
the user.

A further drawback of the state of the art is that a user, who
has a plurality of electronic devices, i.e. as just described, a
first electronic device with a WLAN network interface and a
second electronic device with a GSM network interface, can
lose the access to a network for certain of the electronic
devices during a change of location. If the user moves out of
the operational range of a WLAN hotspot, for example, the
user can completely lose the possibility of network access for
the first electronic device with the WL AN network interface.
This despite the fact that at the current location of the user
a—although somewhat slower—GSM network would still be
available.

DISCLOSURE OF INVENTION

It is an object of the present invention to propose a new
method and a new system for transmission of data packets
which do not have the drawbacks of the state of the art.

According to the invention, these objects are achieved in
particular through the features of the independent claims.
Further advantageous embodiments follow moreover from
the dependent claims and from the specification.

In particular, these objects are achieved through the inven-
tion in that a second wireless local network interface of the
first communication node is configured for a bidirectional
transmission of data packets via a local communication link
between the first communication node and a second commu-
nication node, a second IP address being configured on the
second communication node, which address is stored
assigned to an IP home address or an identifier, or the at least
one first IP address being stored assigned to an IP home
address or an identifier. Thus the first communication node
can be designed as a bridge, for example, which bridge
includes a first wireless network interface, for instance a
UMTS network interface, for establishing a communication
link with an IP-based network, and a second wireless local
network interface, forinstance a Bluetooth network interface,
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for establishing a wireless local communication link. In this
embodiment variant, a second IP address is preferably con-
figured on the second communication node, the second IP
address being stored assigned to an IP home address or an
identifier, for example according to a mobile IP standard or
according to a host identification protocol. Such an embodi-
ment variant has in particular the advantage that an IP address
can be configured on a second communication node with a
wireless local communication interface, such as, for example,
a Bluetooth interface, on the basis of which IP address it is
possible to always communicate with the second communi-
cation node with an availability of a wireless local commu-
nication link. Thus, for example, a bridge, as described, can
be disposed in the buses of a bus company. The second com-
munication node of a user, who changes from a first bus into
a second bus thus has a fixed IP-based communication link,
and current stock market prices, for instance, can be con-
stantly transmitted to the second communication node of the
user. In the state of the art such communication with a second
communication node is known only with use of a consider-
ably more involved wireless interface of the second commu-
nication node, such as, for instance a UMTS interface. The
first communication node can also be designed, however, as a
communication node with a plurality of first wireless network
interfaces, for example a UMTS network interface and a
WLAN network interface. Thus the first communication node
can be designed in particular as a notebook with a plurality of
such first wireless network interfaces. The wireless local
communication link between the first communication node
and the second communication node can be designed, for
example, as a Bluetooth communication link. The second
communication node communicates via any protocol, for
instance via a Bluetooth protocol, with the first communica-
tion node, and, based on this protocol, data can be exchanged
between the second communication node and the first com-
munication node. In this embodiment variant, an IP address
can be configured on the first communication node, this IP
address being stored assigned to an IP home address or an
identifier, for example according to a mobile IP standard or
according to a host identification protocol. With such a
method, constant availability of an [P-based communication
link between the first communication node and an IP-based
network can be ensured, this communication link being able
to be continued by means of the first communication node via
the wireless local communication link to the second commu-
nication node. Thus a second communication node having
only a wireless local network interface, such as e.g. a Blue-
tooth network interface, can be provided with a constantly
available communication link to an IP-based network. Such a
method can be particularly advantageous for second commu-
nication devices with limited size and energy storage.

In an embodiment variant, parameters of the at least one
first wireless network interface of the first communication
node and/or parameters of the at least one IP-based network
are transmitted via the wireless local communication link to
the second communication node. Such a parameter can relate,
for example, to a transmission bandwidth, to an identification
of the IP-based network, to an identification of the at least one
first network interface or to any other parameter. Derived
from the identification of the IP-based network can be, for
instance, whether communication is taking place to an IP-
based network fulfilling, for example, certain quality criteria
such as e.g. average bandwidth per user and/or maximal costs
per time unit. Derived from the identification of the least one
network interface can be, for instance, whether communica-
tion based on a GSM network, a UMTS network or a WLAN
network is taking place and whether a certain degree of secu-
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rity of the communication is thereby ensured, for example.
Such an embodiment variant has in particular the advantage
that applications of the second communication node at an
available network interface and/or on an available IP-based
network can be adapted in that with the transmission of data
packets an additional compression module or an additional
encryption module can be activated, for example.

In another embodiment variant, a plurality of first wireless
network interfaces of the first communication node are con-
figured for connection to at least one IP-based network, and,
by means of a load-balancing module of the first communi-
cation node, data packets are transmitted to the first wireless
network interfaces. Such an embodiment variant has in par-
ticular the advantage that a highly reliable and failure-free
communication link to at least one IP-based network can be
established.

In an embodiment variant, a plurality of wireless local
communication links are configured between the second
communication node and a plurality of first communication
nodes, and by means of a load-balancing module of the sec-
ond communication node data packets are transmitted to the
first communication node. Such an embodiment variant has in
particular the advantage that the wireless local communica-
tion between the second communication node and first com-
munication node can be established in a highly reliable and
failure-free way.

In a further embodiment variant, by means of an analysis
module, parameters of the plurality of first wireless network
interfaces of the first communication node or respectively
parameters of the plurality of local communication links are
captured, and a data packet transmitted via the local commu-
nication link, or respectively a data packet to be transmitted,
is analyzed by means of the analysis module in relation to the
captured parameters, and, based on this analysis, at least one
of' the plurality of first wireless network interfaces, or respec-
tively at least one of the plurality of wireless local communi-
cation links, is selected for transmission of the data packet to
at least one IP-based network or respectively to at least one
first communication node. Thus, for example, a data packet
which should be transmitted over an especially secure IP-
based network is transmitted via a first network interface with
corresponding security features such as e.g. an encryption
module, and a data packet which should be transmitted over
an especially fast IP-based network is transmitted via a first
network interface with corresponding performance features
such as e.g. a maximal bandwidth. Such an embodiment
variant has in particular the advantage that the transmission of
data packets to the available first wireless network interfaces
or respectively to the available wireless local communication
links can be adapted according to definable criteria.

In another embodiment variant, data packets which are
transmitted via the local communication link are marked with
an identifying tag before the transmission, and stored on the
load-balancing module is a table with identifying tags and
corresponding network interfaces, and on the basis of the
identifying tags and the table with identifying tags data pack-
ets are transmitted to at least one of the plurality of first
wireless network interfaces. The marking of the data packets
by means of an identifying tag can take place, for instance,
based on application settings of the second communication
node. Thus, for example, when registering with an e-mail
server an e-mail client can define a first identifying tag such
that an especially secure first wireless network interface is
selected. On the other hand, when downloading an e-mail
message the e-mail client can define the identifying tag such
that an especially fast first wireless network interface is
selected. Such an embodiment variant has in particular the
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advantage that the transmission of data packets can be opti-
mized dynamically according to definable criteria.

In a further embodiment variant, the wireless local com-
munication link is assigned a port number, and data packets
are transmitted to the at least one IP-based network with this
number as source port. Such an embodiment variant has in
particular the advantage that, for example, a plurality of sec-
ond communication nodes are each able to configure a local
communication link to a first communication node, whereby
through the indication of the source port a bidirectional com-
munication link can be established between any IP-based
communication node and the second communication nodes.

In another embodiment variant, a Bluetooth connection
and/or an IrDA connection is set up as the local communica-
tion link. Of course other technologies can be used here too
such as UWB (UWB: Ultra Wide Band), WLAN, USB (USB:
Universal Serial Bus) or further future technologies. Such an
embodiment variant has in particular the advantage that the
transmission of data packets can take place by means of
widespread and well known technologies.

In another embodiment variant, used as the at least one first
wireless network interface of the first communication node is
an HSPA-based network interface (HSPA: High Speed Packet
Access), a UMTS-based network interface, an EDGE-based
network interface, a GPRS-based network interface and/or a
WLAN-based network interface. Such an embodiment vari-
ant has in particular the advantage that the transmission of
data packets can take place by means of technologies which
are widespread both in relation to the network infrastructure
and to the first communication node.

BRIEF DESCRIPTION OF DRAWINGS

Embodiment variants of the present invention will be
described in the following with reference to examples. The
examples of the embodiments are illustrated by the following
attached figures:

FIG. 1 shows a block diagram with the individual compo-
nents of a method and system according to the invention for
transmission of data packets according to a first embodiment
variant.

FIG. 2 shows a block diagram with the individual compo-
nents of a method and system according to the invention for
transmission of data packets according to a second embodi-
ment variant.

MODE(S) FOR CARRYING OUT THE
INVENTION

In FIG. 1, the reference numeral 1 refers to a first commu-
nication node. The first communication node 1 can relate to a
notebook, a fixed installed computer, a mobile telephone, a
PDA (Personal Digital Assistant) or any other communica-
tion node. The first communication node 1 can relate in par-
ticular to a bridge or a router for connection of communica-
tion networks. As shown in FIG. 1, a plurality of instances of
the first communication node can be installed. The reference
numeral 1' in FIG. 1 relates to a further instance of the first
communication node 1. Of course any desired number of
instances of the first communication node 1 can be installed.
As drawn in FIG. 1, a multiplicity of first communication
nodes 1,1' can be provided. As drawn in FIG. 1, the first
communication node 1,1' comprises at least one first wireless
network interface 11,12 for establishing data links 3,5 to
connecting stations 4,6 of an IP-based network 7. The data
links 3,5 can be implemented as unidirectional, such as e.g.
broadcast or as unicast uplink, data links, or as bidirectional
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data links. It is to be mentioned that the term IP-based net-
work in this text refers to networks which are generally able
to transport IP data packets. Such IP-based networks are not
limited to those known in literature as All-IP networks, but
relate to all IP-capable networks. The network interfaces
11,12 can relate to HSPA-based network interfaces (HSPA:
High Speed Packet Access), to UMTS-based network inter-
faces (UMTS: Universal Mobile Telecommunications Sys-
tem), to EDGE-based network interfaces (EDGE: Enhanced
Data Rates for GSM Evolution), to GPRS-based network
interfaces (GPRS: General Packet Radio Service), to WLAN-
based network interfaces (WLAN: Wireless [Local Area Net-
work) or to any other network interface.

In FIG. 1, the reference numerals 10,10' refer to a wireless
local network interface. The wireless local network interfaces
10,10' can be implemented, for example, as IrDA network
interface (IrDA: Infrared Data Access), as Bluetooth network
interface, as NFC network interface (NFC: Near Field Com-
munications), as UWB network interface (UWB: Ultra Wide
Band) or as any other wireless local network interface. Such
a wireless local network interface has in particular an opera-
tional range of some meters and is characterized by a very
minimal energy consumption and by small space require-
ments. In FIG. 1 the reference numeral 2 refers to a second
communication node. The second communication node 2 can
relate to a PDA (Personal Digital Assistant), to a wristwatch,
to a mobile telephone or to any other communication node.
The second communication node 2 has a wireless local net-
work interface 20 corresponding to the wireless local network
interface 10,10'. By means of the wireless local network
interfaces 10,10' of the first communication node 1,1' and the
wireless local network interface 20 of the second communi-
cation node 2, a wireless or wired local communication link 9
between the second communication node 2 and the first com-
munication node 1 can be established via a corresponding
protocol, i.e. viaan IrDA protocol or via a Bluetooth protocol,
for instance. This can take place, for example, by means of
monitoring modules installed on the communication node
1,2, which modules establish a local communication link 9
between the communication nodes 1,2 according to a corre-
sponding protocol, as soon as the wireless local network
interfaces are mutually located in the operational range. Thus
the first communication node 1 can relate to a bridge which is
installed in a bus. Such a bridge can comprise, for example, a
UMTS network interface as wireless network interface 11,
and a Bluetooth network interface as wireless local network
interface 10. As soon as a user with a second communication
node 2, i.e. for instance a PDA with a Bluetooth interface,
boards the bus, a local communication link 9 between the
bridge and the PDA can be established through corresponding
monitoring modules of the bridge and of the PDA. The local
communication link 9 can be implemented in particular as a
layer 2 connection. Of course, based on such a layer 2 con-
nection, any desired connection of a higher layer can be
established through corresponding modules of the communi-
cation nodes 1,2, i.e. in particular an IP-based connection of
a layer 3.

The first communication node 1 is connected to the IP-
based network 7 via an [P-based connection by means of the
wireless network interface 11. Accordingly a first IP address
is configured on the wireless network interface 11. This can
take place via usual methods such as, for example, according
to a DHCP protocol (DHCP: Dynamic Host Configuration
Protocol), according to stateful autoconfiguration of the IPv6,
according to stateless autoconfiguration, in which the com-
munication node 1 forms the first IP address by means of the
MAC address and of the network address or the subnetwork
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address, or according to any other method. Mentioned here as
an example for a configuration of an IP address is also PDP
(PDP: Packet Data Protocol). IP-based communication links
between the first communication node 1 and the IP-based
network can thus be established by means of the first IP
address.

As soon as the local communication link 9 has been estab-
lished between the second communication node 2 and the first
communication node 1, two different variants can come into
play.

In a first variant, a second IP address is configured on the
second communication node 2. As with the first IP address,
this second IP address can be configured by means of corre-
sponding methods, i.e. for instance by means of DHCP or any
other method. As soon as the second IP address is configured,
this second IP address can be stored assigned to an IP home
address or an identifier. This can take place in particular by
means of an assignment module 8 described in the following.

In a second variant, no further IP address is configured on
the second communication node 2. In this case, the local
communication link 9 comprises, for example, only a layer 2
protocol. By means of corresponding modules of the second
communication node 2 and of the first communication node 1
it can be ensured, for example, that the second communica-
tion node acts as an application able to be run on the first
communication node 1. In this case, however, the first IP
address is stored assigned to an IP home address or an iden-
tifier. This can once again take place in particular by means of
an assignment module 8 described in the following.

In FIG. 1, the reference numeral 8 refers to an assignment
module. The assignment module 8 can comprise means of
storing an IP home address or respectively an identifier
assigned to an IP address. The assignment module 8 can be
implemented in particular as a software module, which soft-
ware module can be executed on a server connected to the
IP-based network 7. Thus, an IP home address can be
assigned to the first communication node 1 or to the second
communication node 2, for example, and this IP home
address can be stored in the assignment module 8. As soon as
a first IP address is configured on one of the network inter-
faces 11,12 of the first communication node 1, this first IP
address can be stored, assigned to the IP home address, in the
assignment module 8, for example by the communication
node 1. Of course as soon as asecond IP address is configured
on the second communication node 2, this second IP address
can be stored assigned to the IP home address. The assign-
ment module 8 can relate, for example, to a home agent, as
described in the document RFC 3344 “IP Mobility Support
for IPv4” (RFC: Request for Comments) of the IETF (IETF:
Internet Engineering Task Force). The assignment module 8
can however also relate to a rendezvous server as described in
the Internet draft “Host Identity Protocol Architecture” of the
IETF. Of course the assignment module 8 can also be imple-
mented according to another method or standard. Thus, for
example, an identifier can be assigned to the second commu-
nication node and stored in the assignment module 8. After a
local communication link 9 has been established between the
second and the first communication node 1,2 and as soon as a
connection between the first communication node 1 and the
IP-based network 7 is able to be made through a configuration
of a first IP address on one of the network interfaces 11,12 of
the first communication node 1, the first IP address and a
number of a port can be stored, for example, assigned to the
identifier of the second communication node. Thus the sec-
ond communication node can relate, for instance, to a wrist-
watch with a Bluetooth interface and the first communication
node can relate to a mobile telephone with a Bluetooth inter-
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face and a GSM interface. Assigned to the wristwatch can be
an identifier, for example a number consisting of a 128-bit
number. As described, the first application of the first com-
munication node 1 can be implemented such that as soon as a
connection is able to be established between a second appli-
cation active on the wristwatch and the first application via a
local communication link 9, and as soon as an IP address can
be established on one of the network interfaces 11,12 for
connection to an [P-based network 7, the IP address together
with a number of a port relating to the connection between the
first application and the second application are stored
assigned to the identifier of the wristwatch. This makes it
possible to always access applications of the wristwatch by
means of this 128-bit number, for example. The second appli-
cation can relate, for example, an application for synchroni-
zation of the time of the wristwatch with a time server con-
nectible to an IP-based network 7. The second application can
also relate, however, to an alarm application, current alarm
data from an alarm server connectible to the IP-based network
7 being loaded on the wristwatch as soon as the availability of
a communication link between the alarm server and the alarm
application of the wristwatch exists through correspondingly
updated entries of the assignment module 8.

In FIG. 2 the reference module 1 refers to a first commu-
nication node. The first communication node 1 can once again
relate to a notebook, a fixed-installed computer, a mobile
telephone, a PDA (Personal Digital Assistant) or any other
communication node. The first communication node 1 com-
prises network interfaces 11,12 for establishing connections
3,5 to connecting stations 4,6 of an IP-based network 7. In a
preferred embodiment variant, the first communication node
1 relates to a notebook with an installed network card with an
HSPA-based network interface (HSPA: High Speed Packet
Access), a UMTS-based network interface (UMTS: Univer-
sal Mobile Telecommunications System), an EDGE-based
network interface (EDGE: Enhanced Data Rates for GSM
Evolution), a GPRS-based network interface (GPRS: General
Packet Radio Service) and/or a WLLAN-based network inter-
face (WLAN: Wireless Local Area Network). Such a network
card is marketed by the company Swisscom Mobile AG under
the designation “Mobile Unlimited.” The connections 3,5
between the network interfaces 10,11 of the communication
node 1 and the connection stations 4,6 are established by a
network operator according to his specification by means of
corresponding network components. Thus the connection
stations 4,6 can be specified and configured such that, as soon
as the communication node 1 is located in the operational
range of one of the connecting stations 4,6, an IP address is
configured on the corresponding network interface. Such a
configuration of an IP address can take place, for example, by
means of a DHCP server or by means of one of the methods
described further above for configuration of an IP address on
a network interface. In FIG. 2, the connections 3,5 are shown
as wireless connections. However, a connection 3,5 can relate
both to a wire-based connection, for instance by means of a
twisted-pair Ethernet cable, as well as to a wireless connec-
tion, for example to a radio connection based on radio waves.
In a corresponding way, the connecting stations 4,6 can be an
Ethernet switch of an Ethernet-based network, a base station
of a GSM-based network or an access point of a WLAN-
based network.

In FIG. 2 the reference numeral 2 refers a second commu-
nication node. The second communication node 2 can relate
to a notebook, a fixed-installed computer, a mobile telephone,
a PDA (Personal Digital Assistant) or any other communica-
tion node. The second communication node 2 can also relate
to an electronic device, such as, for instance, a wristwatch, a
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pocket calculator, a pulse measuring device or any other
electronic device. The first communication node 1 and the
second communication node 2 comprise local communica-
tion interfaces 10,20 for establishing a local communication
link 9. Mentioned for the sake of completeness is that the
second communication node can comprise a further network
interface 21 or a plurality of further network interfaces. The
network interface 21 can once again relate, for instance, to a
network interface for connection to a base station of a GSM-
based network or for connection to an access point of a
WLAN-based network.

With the second communication node 2, it can be in par-
ticular a matter of an electronic device with small dimensions
and small energy reserves, such as, for instance a wristwatch.
Of course installed on such an electronic device can be a
network interface for connection to a connecting station 4,6
and thus for connection to the network 7. However, because of
the additionally needed energy reserves in particular, such a
network interface would not be producible in a sufficiently
miniaturized form, which would significantly limit its accep-
tance on the market. For example, wristwatches of the service
“msn direct” offered by the Microsoft Corp. (www.msndi-
rect.com) comprise an FM Receiver (FM: Frequency Modu-
lation) in order to receive the latest news. However, this
technology is limited to a unidirectional data transmission.
Moreover, the battery of the thus equipped wristwatches has
to be recharged already after a few days. On the other hand,
wireless local network interfaces 10,20 for establishing a
wireless local communication link 9 are able to be manufac-
tured in the meantime in a sufficiently miniaturizable form.
Such a local communication link 9 can be implemented
according to the Bluetooth standard, the IrDA standard or any
other standardized or non-standardized method. Provided on
the communication node 1,2 are means of executing applica-
tions on this communication node 1,2. Such means can com-
prise in particular a microprocessor as well as corresponding
logic circuitry. Thereby ensured, through further means, such
as an operating system with library function able to run on the
microprocessor, is that bidirectional or unidirectional data are
able to be exchanged on a particular communication node
between an application and the local network interface of the
particular communication node. By means of the local com-
munication link 9, data are transmittable between the second
communication node 2 and the first communication node 1.
Thus data can be transmitted in particular between an appli-
cation of the second communication node 2 and an applica-
tion of the first communication node 1.

The applications able to run on the communication nodes
1,2 can be implemented according to very interesting
embodiments. In the following, an application able to be run
on the first communication node 1 will be designated as the
first application and an application able to be run on the
second communication node 2 will be designated as the sec-
ond application.

Thus, for example, the second application can comprise
means of storing parameters about the network interfaces
11,12 of the first communication nodes, such as, for instance,
the available network bandwidth, the configured IP address or
any other parameter. The first application can be designed in
such a way as to select one of the network interfaces 11,12, for
example based on a parameter which is transmitted from the
second application to the first application, and to transmit data
which was received via the local communication link 9 from
the second application to the selected network interface
11,12. Through the first application it can thereby be ensured
in particular that the IP packets which are transmitted to the
IP-based network 7 by means of the selected network inter-
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face 11,12, are always transmitted with the same number as
source port number. In a corresponding way, IP packets which
are received with the same number as destination port num-
ber, are always transmitted by the first application to the
second application. Through such an embodiment of the
applications data can be transmitted bidirectionally between
the second application and an IP-based network, whereby
through the second application a network interface 11,12 of
the first communication node 1 can be selected for this trans-
mission.

In another example, the first application can comprise
means of storing the mentioned parameters about the network
interfaces 11,12 of the first communication node. Thus the
first application can comprise means of storing features about
available network interfaces 11,12 in a lookup-table. The
second application can simply transmit data about the local
communication link 9 to the first application, it being possible
for means to be provided on the first application of analyzing
these data in particular with reference to the lookup table,
whereby, based on such an analysis, one or more of the
network interfaces 11,12 being selected and the data being
transmitted by the first application to one or more network
interfaces 11,12.

The invention claimed is:

1. A method of transmitting data packets over an [P-based
network, comprising:

capturing parameters associated with a plurality of net-

work interfaces of a first communication node;
analyzing, using the captured parameters, a data packet
that is received or to be transmitted;

selecting based on analysis of the data packet, a first wire-

less network interface of the first communication node
and a second wireless network interface of the first com-
munication node;

configuring a first IP address for a first communication

between the IP-based network and the first wireless net-
work interface of the first communication node running
afirst application, the first communication configured to
perform a wireless bi-directional transmission of data
packets between the first communication node and the
IP-based network over the first wireless network inter-
face;

setting up the second wireless network interface using a

layer 2 protocol between the first communication node
and a second communication node running a second
application, for bi-directional data transmission of data
packets between the first communication node and the
second communication node;

receiving an identifier for the second communication node,

at the first communication node, without receiving an IP
address for the second communication node; wherein
the identifier is associated with the first IP address
together with a number of a port of the first wireless
network interface; and

communicating data packets between the second commu-

nication node and the IP-based network via the first
communication node.

2. The method of transmitting data packets according to
claim 1, comprising transmitting at least one of a plurality of
parameters of the first wireless network interface of the first
communication node, or parameters of the IP-based network
via the second wireless network communication interface to
the second communication node, by an application module.

3. The method of transmitting data packets according to
claim 1, comprising connecting the first wireless network
interface of the first communication node to the IP-based
network; and
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transmitting data packets from the first wireless network
interface of the first communication node to the IP-based
network, by using a load-balancing module of the first
communication node.

4. The method of transmitting data packets according to
claim 1, comprising configuring the second wireless network
interface between the second communication node and the
first communication node; and

transmitting data packets from the second communication

node to the first communication node via the second
wireless network interface by using a load-balancing
module of the second communication node.

5. The method of transmitting data packets according to
claim 4, comprising marking data packets that are configured
to be transmitted via the second wireless network communi-
cation interface with an identification tag before transmission
over the second wireless network interface;

looking up a corresponding first wireless network interface

that is associated with the identification tag in a table of
the load balancing module of the second communication
node; and

transmitting data packets to the first network interface

based on said step of looking up the corresponding first
wireless network interface.

6. The method of transmitting data packets according to
claim 1, comprising transmitting data packets over the second
wireless network communication interface via the first com-
munication node to the IP-based network with the port num-
ber as a source port.

7. The method of transmitting data packets according to
claim 1, wherein the second wireless network communica-
tion interface includes at least one of a Bluetooth interface or
an IrDA interface.

8. The method of transmitting data packets according to
claim 1, wherein the first network interface of the first com-
munication node include at least one of a HSPA-based net-
work interface, a UMTS-based network interface, an EDGE-
based network interface, a GPRS-based network interface, or
a WLAN-based network interface.

9. The method of transmitting data packets according to
claim 1, comprising configuring a second IP address for bidi-
rectional communication between the IP-based network and a
third wireless network interface of the first communication
node.

10. The method of transmitting data packets according to
claim 9, comprising sending at least one network parameter
for the first wireless network interface and sending at least
one network parameter for the third wireless network inter-
face to the second application over the second wireless net-
work interface.

11. The method of transmitting data packets according to
claim 10, wherein the first application decides whether the
step of transmitting the data packets is performed by the first
wireless network interface or the third wireless network inter-
face based on the at least one network parameter for the first
wireless network interface and the at least one network
parameter for the second wireless network interface.

12. A system for transmitting data packets over an IP-based
network, the system comprising:

a first communication node that is configured to:

capture parameters associated with a plurality of net-
work interfaces of the first communication node; and
analyze, using the captured parameters, a data packet
that is received or to be transmitted, to enable select-
ing based on the analysis of the data packet, a first
wireless network interface of the first communication
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node and a second wireless network interface of the
first communication node;

wherein a first IP address is configured for a first commu-
nication between the IP-based network and the first net-
work interface of the first communication node that runs
a first application, for performing a wireless bi-direc-
tional transmission of data packets between the first
communication node and the IP-based network over the
first wireless network interface;

wherein the second wireless network interface is set up
using alayer 2 protocol between the first communication
node and a second communication node running a sec-
ond application, for bi-directional data transmission of
data packets between the first communication node and
the second communication node;

wherein an identifier is received for the second communi-
cation node, at the first communication node, without
receiving an [P address for the second communication
node, and the identifier is associated with the first IP
address together with a number of a port of the first
wireless network interface; and

wherein the first communication node is configured to
communicate data packets between the second commu-
nication node and the IP-based network.

13. The system for transmitting data packets according to
claim 12, wherein an application module configured to trans-
mit at least one of parameters of the first wireless network
interface of the first communication node or parameters of the
IP-based network via the second wireless network interface to
the second communication node.

14. The system for transmitting data packets according to
claim 13,

wherein the application module is configured to mark data
packets that are configured to be transmitted via the
second wireless network communication interface with
an identification tag before transmission over the second
wireless network interface;

to look up a corresponding first wireless network interface
that is associated with an identification tag in a table of
the load balancing module; and

to transmit data packets to the corresponding first wireless
network interface based on said looking up in the table
corresponding to the first wireless network interface.

15. The system for transmitting data packets according to
claim 13, wherein the application module is configured to
transmit data packets over the second wireless network com-
munication interface to the IP-based network with the port
number as a source port.

16. The system for transmitting data packets according to
claim 12, comprising a load balancing module, located at the
first communication node, configured to connect the first
wireless network interface of the first communication node to
the IP-based network; and

to transmit data packets from the first wireless network
interface of the first communication node to the IP-based
network.

17. The system for transmitting data packets according to

claim 12,

a load balancing module, located at the second communi-
cation node, configured to connect the second wireless
network interface to the first communication node;

wherein the load-balancing module is configured to trans-
mit data packets from the second communication node
to the first communication node via the second wireless
network interface.
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18. The system for transmitting data packets according to
claim 12, wherein the second wireless network communica-
tion interface includes at least one of a Bluetooth interface or
an IrDA interface.
19. The system for transmitting data packets according to
claim 12,
wherein the first network interface of the first communica-
tion node include at least one of a HSPA-based network
interface, a UMTS-based network interface, an EDGE-
based network interface, a GPRS-based network inter-
face, or a WLAN-based network interface.
20. The system for transmitting data packets according to
claim 12, wherein the first communication node comprises a
third wireless network interface, and a second IP address is
assigned for a wireless bidirectional transmission of data
packets between the first communication node and the IP-
based network over the third wireless network interface.
21. The system for transmitting data packets according to
claim 20, wherein the first application sends at least one
network parameter for the first wireless network interface and
at least one network parameter for the third wireless network
interface to the second application over the second wireless
network interface.
22. The system for transmitting data packets according to
the claim 21, wherein the first application decides whether the
wireless bidirectional transmission of data packets between
the first communication node and the IP-based network is
done over the first wireless network interface or the third
wireless network interface based on the at least one network
parameter for the first wireless network interface and the at
least one network parameter for the third wireless network
interface.
23. A method of transmitting data packets over an [P-based
network, comprising:
capturing parameters associated with a plurality of net-
work interfaces of a first communication node;

selecting based on the captured parameters, a first wireless
network interface of the first communication node and a
second wireless network interface of the first communi-
cation node;

configuring a first IP address for a first communication

between the IP-based network and the first wireless net-
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work interface of the first communication node running
afirst application, the first communication configured to
perform a wireless bi-directional transmission of data
packets between the first communication node and the
IP-based network over the first wireless network inter-
face;

setting up the second wireless network interface using a
layer 2 protocol between the first communication node
and a second communication node running a second
application, for bi-directional data transmission of data
packets between the first communication node and the
second communication node;

receiving an identifier for the second communication node,
at the first communication node, without receiving an IP
address for the second communication node; wherein
the identifier is associated with the first IP address
together with a number of a port of the first wireless
network interface;

communicating data packets between the second commu-
nication node and the IP-based network via the first
communication node;

configuring the second wireless network interface between
the second communication node and the first communi-
cation node;

transmitting data packets from the second communication
node to the first communication node via the second
wireless network interface by using a load-balancing
module of the second communication node;

marking data packets that are configured to be transmitted
via the second wireless network communication inter-
face with an identification tag before transmission over
the second wireless network interface;

looking up a corresponding first wireless network interface
that is associated with the identification tag in a table of
the load balancing module of the second communication
node; and

transmitting data packets to the first network interface
based on said step of looking up the corresponding first
wireless network interface.
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